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Manual for installing the Microsoft Authenticator App on your smartphone 

Follow the steps below to install the Microsoft Authenticator app on your smartphone, which you 

need to use MFA at EUR. Depending on your type of smartphone, screens may differ slightly. 

 

  

 

A. 
To access EUR, you provide the 
requested login credentials. 
 
If you have a Microsoft account, 
you log in with your email and 
password. 
 
 
  

 

 
  
B. 

To access EUR, you provide the 
requested login credentials. 
 
Do you not have a Microsoft 
account? Then you will receive 
an email with a code. 
 

 
 

  
1. 

You will then see this screen 
where all MFA methods that you 
use to log in are shown.  
 
Select ‘Authenticator app’ and 
‘Add’. 
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2. 
  
  
 

This screen appears.  
 
Now first get your smartphone 
and download the Microsoft 
Authenticator app from the 
Appstore.  
 
When the app is installed on your 
smartphone, select "Next" on 
your computer. 

 

  
3. 

Now it’s time to set up your 
account. Select ‘Next’ on your 
computer. 

 

  
4. 

The QR code on this screen 
contains the settings the app 
needs. We will set these up in the 
next steps. Leave this screen 
open for now and go to the next 
step. 

 
  
5. 

Open the Microsoft 
Authenticator app you just 
downloaded on your 
smartphone.  
 
When this is the first time you 
use the app this message will 
show. Read the message and if 
you approve select: "I agree". 

Apple iOS 

  

Android 

 

 



 

Classification: Internal 

  
6. 

Select ‘Scan a QR code’. Apple iOS 

 
  

Android 

  

 

7. 
Before scanning the code, give 
permission to use your camera 
if your smartphone asks for it. 
Select "OK". 

Apple iOS 

 

Android 

 
  

  
8. 

Scan the code that is still on the 
screen of your computer with 
the Microsoft Authenticator 
app.  
 
Point the camera of your 
smartphone at the QR code 

Apple iOS 

 

Android 
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9. 

Now that the information for 
your ERNA account has been 
read into the app, the 
smartphone may inform you that 
the Microsoft Authenticator app 
is additionally secured for 
opening the app. (e.g. facial 
recognition).  
 
Select "OK" 

Apple iOS                                        Android 

 
  
10. 

Allow the sending of notifications 
by the app.  
 
Select ‘Allow’  
 
Reason:  
MFA will be sending messages 
with the app to approve logging 
in. 

Apple iOS                                          Android 

 
  
11. 

Your account is now added to the 
Microsoft Authenticator app. 
 
Attention: you are not ready yet. 
A few more steps are neccesary to 
turn on MFA. 

Apple iOS  

 
 
Android  
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12. 

On your computer select ‘Next’. 

 
 

  
13. 

This message will appear on 
your computer. 

 
  
14. 

Your smartphone shows the 
message from the Microsoft 
Authenticator app. 
 
Select ‘Approve’.  
 
This confirms a successful 
registration. 

Apple iOS 

 
  

Android 
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15. 

Your computer confirms 
approvals from your Microsoft 
Authenticator app can be 
received succesfully.  
 
Select ‘Next’. Now you are 
ready to securely log in using 
MFA.  

 

 

 

 

 

 


